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¥r. Gordon Gray

Spacisl Asais 10 the President
for Netiona]l Security Affeirs |

The ¥White House ;

Washington 25, D. C.

 Demr Hr. Gray:

On My 2, durisg cur discussiop on sefeguaading classified inommstic ,
You asked me t0 send to you the lagisletive proposals which have bes: wirie.
staly by Mr. lavrence R. Houston, owr Cemsral Counsel. I have deens con-
cerned for some tims over the lack of sffective statutcwy protection agais t
the unsuthorised disclosure of classifisd infrewstios anl espeeisliy isfor
mation on intelligeace sources and sethods for which 7, as Directar of
Central Intelligence, am specifically resyonsidble mdlar sectioe M2 of the
Eatiomal Security Act of 1547.

The protection available to us and others under the Espiomage Act
(sections 791-796 of title 18, United States Cole) héu serious limitatics
Our experience as well as that of other agancies shows that prosscut:cas
under the Esplomege Act eutsil problsss of proof such as the presentntics
of classified Informmtion ia open court viich, ss & gractical sstter, seke:
it lmpossidble in most cases to proceed. In pwrsuing our stulies, ve have
locked into the possidilities of using sowe parts of the Beitish Official
Secrets Act. Wiile British laww and procedure give certain sdvantages io
their prosecutims of cuses lovolving classiffed matters, I ss afreii tist
in this country cwr cowrts would consider thes ss usoonstitutionsl asd,
wh,:mmwmwmwwuaw.

The enclosed proposal, T believe, would de a definite aid 1n cor-
mmmmacmrmmmwmxmi
nnmmmmmwmmwmmmmmaruﬂm tyox s
«Gm~muwmummmmmwntmmm
needs of the intelligence cammmnity. de recognise, however, that there
are practical difficulties in apny legislative proposals vhlsh way appear o
strengthen the Government's hand 1n vithhalding iIxTormation from the public .
Ve slso recognize that the statuies oa which owr proposals are based have
not been adequately tested in the courts. HNevertheless, I believe tiatc o
m;saeﬁemfermmmmmmamlnms,
inlﬁiumruﬁm.uaemifememlmmmﬁﬁz;
such lagislstion is eomcted, sboyld 1t be emsoted, would in iteels aet &a
:‘mummwwwmﬂwﬁwmmﬁm
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grotect classifisd imtelligenes informstios, ineluding infermmtion on IGEOs:
Mm&:a. The citations ummnﬁmnmm-uﬁm g3
whrich the proposed wording is based,

2.

bedng o actir
. iosver, n&m,w,m,ww»
&wuwdmmmaa!nwwwgw
sherso? Yy virtes of als offiee, ,mum,emdeg“
othey relssionships Decomns of intelligence whieh in by L4,
wﬁm,wwmmcmmmcmwm
mmmtouﬁmmmmmwpwnw‘w
indivectly imparts, discloews, publishes, 4ivalges or welkes wwwn I
sny manver such imts)ligemce, or sxy part thagwel, Yo awy permon no
entitied unler the lav or the rules ant repuistions of the dmmrane: t
o agay %o recelve the same, shall be fined not more then 810,0C or
wmm-cmtmamm,mm.

b. Ko perses shall be deemsd guilty of m violatiom of axy saeh rules,
wnless pricr to such alleczed vielation he shall heave dad keowledge
thereof.

¢. Vhoaver lawfully posssasing intelligence, ss referred to in ‘a“*
m,uum«:mmmmmm imdm}id-
g to seother parson is required to detameios snd verily thet suh
other perseas is lsvfilly entitled to recwive sweh infarwatice.

Injwction Proceedings

Whenever, in the julgemest of the Director of Central Intelligemes.
amy person has engagel or is adbout to engage in any Sets or preeticas
which constitube ap imauthorized disclosure of intelligence souree:
sl methods or my intslligmnee as defined delow or which will cemsvi-
wute & viclstion of the esplomage lsws (chmpter 37 of title 10, Unfied
States Code) or any regulation or arler of the Dirvecter of Centrsl
Intelligence iscued purswent o his responsidility uweder asction W 5(a°
(3} of title 50, United $tates Code, for the protectiem of istellijemce

mEn

pources ap? methods, the Attorney Oeneral, en badalf of ths United itat.-..

my make spplisetion to the appropriaste court for an ender srjoisiry
such acts or practices, ¢r for san order esforcing complisses vith =ach
repalationor order, snt upon showing by the Direetor thet surk per=
bas engaged or is sdout to engage in any suth acts or prectires,
perasneut or teporsry injwnctios , -
may be granted. Tt shall not be neeessary 48 & part of the record in
such spplication to incluie the intelligemce sought to be protecte.
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Definitions

s. The term "intelligence,” for the purposes of this sct, meeps dat,
informstion, materials, facts, statisties, amiyses, written srd up-
written, ani photogrephs acguired, obtaimed or wsed by intelligence
activities snd operations of the Covernment eoncerning foreign count: les
sod foreign naticsalsin the preparstion amd transmissioe of istelltgonce
repcrts and inoludes (1) the and informaticn preduces. from ¢
use of such intelligemce ard (2) all procedures, oquiyment, devices,
and methods used {n the collestion and produetion of intellipmnce.

b. The term "classified” as applied to the irtelligence described i
ssetion "a” seans that at the time of s viclation of this section,

such intelligence iz for reasens of vational security specifioally
designated Dy a Uaited Stales Joverment agency for limited or restr ote
diseenimation or distribution.

¢. The term "foreign goverrmeot” iscludes {n its meaning any nerson
wwmutgwm&u%mtwwm%a&'wmakm,
party, ; agescy, buresy, or military force of or witidn ¢
foreign countyy, or for or oo behalf of axy government or any perscn
or persons purporting to sct 85 a goversment within s foreign countr:,
vhether or mot such gevermaout iz recognized by the United Siamtes.

4. The term “"ussntherized perscn” seass SRy persom who, or ngancy
which, is not suthorized %o receive informmtica of the categies
sst forth im gubsection "a” of this sectiom, by the President

by the hesd of s department or sgency of the United States Jovernmes
which is expressly desigomted by the Presidemt to emgage 1in intells.
genx: sctivities for the United Ftates.

¢. Nothing iz this ssetioe shall prohidbit the “wnishing, won
lavful demmnl, of informstion to any regularly constituted oomsittee
of the Senate or NHouse of Representstives of the United Statas of
Amarica, or jolst committes theyeoct.

Siassified Intelligence

Whoever knowlagly and villfully commmicates, furnishes, tranmsits,
& othervise makes availabie t0 an saentharized persam, or publishes
or uses in sny sesuer prejulisisl te the safelky or interest of the
Uirited States or for the benefit of any foreign goverrmest to the
detriseut of the United Jtates eny eclaseified intelligemes sz ce-
seribed 1in section 3 of this Act shall be fined not more than 510,{0.
or imprisoned not more than ten years, or both.
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21 WMAY 1360
MEMORANDUM FOR THE RECORD

SUBJECT: Espionage laws

}. Congressmen Bob Wilson (R., Calif.)and A. Paul
Kitchin {D., N. C.) had axpressed interest in the law protecting
confidential information and the British Official Secrets Act.
Mr. Warner and I met with them oa 25 May to review the wnole
area. 1 started off with the proposal that unless they wanted
detailed discussion of the history and background of our espionage
scts I would go iato the major current problems and description
of the British experience. The congressmes thought they had
enough general background. The two aspects of the generai
espionage statutes which cause the most trouble are the fact
that they deal with informatien relating to the national defense
and require an intent to harra the U, 5. oraida foreign power.
The intent, of course, involves difficulties of proof, but the
evidence required to demonstrate that the information relate=
to the natiocnal defense raises very serious security problems.
In many cases, to prove that the informatioa does in fact relnte
to the national defense weuld require the Goverament to put iato
evidence the very information it is trying to protect. This require
ment has led to many dedisiens not to prosecute in cases where
there is reasonably conclusive informatioa that a violation of the
act has occurred.

2. 1 pointed out that the British concept is fundamentally
different and is based on the theory that official information is
the property of the crowa and, therefore, privileged. Thus,
any unauthorized release is tachnically a violation of the Official
Secrets Act but, of course, as s peolitical matter the act would
only be applied in those cases where there is a ssrious need to
protect the information. When a case arises that is deemed
sufficiently serious the British system has some tools for
prosecution which are in the judgment of American lawyers
not permissible under our constitution, 1 described the 1818
case and particularly the fact that it was necessary in open court ualy

to give evidence that the article published contained information
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obtained by the defendants in their official capacitiss. Upon a
verdict of guilty the prosecution was then able to approach the
court without others present and demonstrate what portion of the
information was important to the defense of the realm in order

to inform the court in connection with the sentencing. Iz same
cases where the prosecution dsems that evidence to be given during
the trial needs protection, the court can approve the prosecution’s
request to held that portian of the trial in camera. This again is
not scceptable in this couatry. Anether tool is a presumption that
if a person having knowledge of official information requiring
protection is known to have been in contact with a foreign agent
the classified information is deemed to have been passed to that
agent. In this connection we referred to the case of the RAF
officer, Wraight, and our understanding that his trial would be
based on this presumptioa. Agsin we believe guch a presumption
would not be accepted by U. E. courts.

3. Mr. Wilson and Mr. Kitchin appeared o sccept our
position that we really could sot pursue our problem on the basis
of the British law and practice and expressed some surprise that
the British practice was B0 different from that in this country.
We then gave specific examples of some of the problems we have
run into, particularly the Kiernsn case. Both Messrs. Wilson
and Kitchin expressed cansiderable concern about the lack of
protection that this case and others indicated and asked what
could be done to remedy the situation. We pointed out that som=
legislation had been obtained which probably gave some addad
protection, namely in the field of COMINT, section 798, Title 18,

U.S.C.; the espionage portions of the Atomie Energy Act comcerning

Restricted Data; and certain portions of the NASBA act.’ Ve almo
mentioned that we had been studying the type of statute applicable
to the Department of Cemmerce which prohibits employaes giving
out certain information, such as trade secrets, etc., which the
Secretary determines is not to be released until a certain tirne
and that this type of statute does not require exposure of the
information to be protected in open court. Wa said we had
certain suggestions for legislation to give adequate protection

in the field of intelligence and went into a general discussion of
what we thought might help. Mr. Kitchin asked if the conflict of
interest statutes coulda't have some bearing, apparently thinking
of the two-year prohibition oo ex-employeas dealing with the
Goverament and the current legislation before their committee.
We said we felt this was really dealing with a different problem,
but Mr. Kitchin returned to it apparently with the thought that
you could put some sort of prohibition on ex-employess talking

r
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about anything gained during their employment. We said we felt

this would probably not be acceptable to the U. S. courts, and

Mz. Wilson seemed to agree with this position. However, both

Mr. Wilson and Mr. Kitchin appeared to want us to find a wiy of
broadening our proposals to minimixe the requirements of proof

and try to raise presumptions by legislation to give better ptotecti-n
to the information involved. We raised the practical and political
problems generally in seeking additional legislation, pointing out how
it had been obtained by AEG and NASA, They agreed that there mey
be problems but felt that some work could be done with certdin men-
bers of the Cengress to inform them of the weakness of the protection
given by present statutes. Mr, Wilsen suggested an article public . ging
this, but we all agreed that to advertise the weakness of the protaction
could be dangerous. They, therefore, asked if we could give them in
unclassified form and without names or detailed information some
cases like the Kiernan case which they could discuss with members
of the Congress thay felt might be helpful. They said that if we

came forward with proposals for legislation which could ernphasis:
the protection of military intelligence as well as the sources and
methods it might be possible to have this considered as 2 problamn

for the Armed Services Commitiee as opposed to the Judiciary,
particularly if it could be tied to some other appropriate legisla-

tive proposal before their coromittee,

4. There is no guestion the congressmen were most inter«steu
and concerned and want very much to help the Executive Branch find
a way to give better protection to properly classified information.
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MEMORANDUM FOR: THE DIRECTOR

Attached is a proposed letter to Gordon
Gray on the subject of the espionage acts which
you discussed with him a short while ago. It
forwards some proposais for additional legisla- -
tion in this field which we have drafted. I held
the letter until we could get the reaction of
Congressmen Wilson and Kitchin to our briefing
on this subject, and this is now reflected in the
final paragraph of the letter. Recommend

signature. , -

STAT

LLAWRENCE R. HOUSTON 31 May 1960
General Counsel (DATE)

FORM NO. REPLACES FORM 10-101

1 AUG 54 101 wiicn may BE usED. tar)
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